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AiSP Events and Updates

2025 International Women’s Day “To-Gather: Power of Women — Bright, Brave, Bold March
8 March 2025

SAVE THE DATE! ﬂ il e

INTERNATIONAL

TO-GATHER: POWER OF WOMEN In partnership with PAP Women's Wing

BRIGHT, BRAVE, BOLD MARCH + Asymbolic fun walk showcasing solidarity and strength of
women groups (and our Labour Movement network)
= Fun, fringe interactive activities at NTUC Centre after the
flag-off from Gardens by the Bay
* GOH: Sec-Gen Ng Chee Meng
+ Special guest: SMS Sim Ann
« Time: 8.30am-1pm

Send a rep to join us at flag-off!
Spread the word and bring along your family and friends!

Booth spaces available, sponsorship of
March door gift items welcome as well.

REGISTER NOW!
https://bit.ly/2025NTUCIWD

With March just around the corner, the NTUC Women and Family & AiSP Ladies in Cyber team is here
to chope your date on 8 March
We’re rallying everyone (Man & Woman) to stand in solidarity and celebrate International Women’s Day with
us to-gather!

Check out the details in the image below to see what’'s happening and how we hope you can lend your
support

Spread the word and jio your family, friends, colleagues and members along too!

Register here



https://bit.ly/2025NTUCIWD

AiISP Events and Updates

2025
9 March 2025

e the Flag 2025

Engage in real-world Wy,
ybersecurity scenarios.

9 March 202

Step into the dynamic world of
cybersecurity with our Ladies' Capture the
Flag (CTF) Competition, an interactive,

for women. This competition offers
participants the chance to engage in real-
world cybersecurity scenarios, solving
puzzles in areas such as cryptography,
network security, and web exploitation.

gain practical skills, from identifying
vulnerabilities to simulating attacks and
defenses, providing invaluable exposure to
cybersecurity tools and techniques in a
supportive, collaborative environment.

Join us to unlock your potential, connect
in tackling cybersecurity challenges head-

on.

Register here

AiSP Ladies in Cyber — Capture the Flag

hands-on experience designed exclusively

Through guided challenges, participants will

with like-minded peers, and gain confidence

AiSP Ladies in Cyber Symposium 2025
9 March 2025
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9 Maich 2025, 12.30pm - 4:30pm ()
Marina Bay Sands ()

AISP will be organising the fourth Ladies in
Cyber Symposium on 09 March 2025 (Sun)
at Marina Bay Sands (MBS) as part of the
International Women’s Day Celebration
2025 for female Youths and PMETSs to
know more about the importance of
Cybersecurity and how women can play a
role in it. We are expecting 150 Youths and
professionals for the symposium. We are
pleased to have with us Senior Minister of
State for Ministry of Foreign Affairs &
Ministry of National Development — Ms Sim
Ann to be our distinguished Guest of
Honour for the event.

The theme for the Ladies in Cyber
Symposium 2025 is Accelerating Action:
Empowering Women’s Equality in
Cybersecurity. In alignment with
International Women'’s Day’s call to
#AccelerateAction for women's equality, the
2025 Ladies in Cyber Symposium will
explore how gender diversity can propel
innovation in cybersecurity. Ladies in Cyber
Symposium 2025 event will feature
Friendship Circles - small group
discussions led by mentors that provide a
supportive space for women to share
experiences, seek advice, and build
connections. Participants will engage in
hands-on activities, workshops, and
inspiring talks, focusing on overcoming
barriers and driving real change to foster
equality within the cybersecurity industry.

Register here

AiSP Blessing or Bane: Third-Party
Vendors
17 March 2025

Rajah
N ?cTann

Blessing or Bane:
Third-Party Vendors ;

17 MARCH 2025
10:00 AM - 12:00 PM
Rajah &Tann Singapore LLP

REGISTER NOW
B »

Managing Third-Party Vendor Risks: Are
You Prepared?
As businesses expand, third-party vendors
play a critical role in IT operations.
However, without proper risk management,
they can pose compliance and security
challenges.
Join us for an insightful discussion with
industry experts as we explore:
How to effectively manage vendor-
related risks
Strengthening compliance through
internal audits
Key benchmarks and expectations for
third-party vendors
Gain practical strategies and real-world
insights from expert case studies to help
safeguard your business.

Register here



https://forms.office.com/r/vCRWua9mKf
https://forms.office.com/r/vCRWua9mKf
https://events.rttechlaw.com/SFO
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AiSP x Emereo Technology — Security-
first Al powered networking from edge
to cloud
20 March 2025

SECURITY-FIRST AI POWERED NETWORKING
FROM EDGE TO CLOUD

Discover the key benefits of a security-first,
Al-powered networking and how you can
simplify Zero Trust adoption where it
matters most and explore how Unified
SASE empowers industry innovation.

Conquering the complexity of a reshaped
landscape calls for networking that puts
security first— activating Zero Trust
principles intrinsically across all networking
from edge to campus to data center to the
cloud. Gain insights from our subject matter
experts from HPE Aruba Networking and
Microsoft on the latest trends in networking
and security transformation where we will
cover :

Architecting Your Network for the
future with Al
Streamline your SASE journey
with security-first Al powered networking
Adaptable Networks: Discover the
flexibility of Aruba ESP architecture
Revolutionizing loT
Connectivity — Multivendor Integration
Unlock WAN performance with
optimized connection and Al
Secure access to applications
from anywhere, any devices
Use cases on Copilot for Security
using Al

Register here

AiSP LITE Conference 2025
8 April 2025

AISP A,\f

LITE CONFERENCE

8 APRIL 2025
9AM-3PM

Niarina Say Sancs Coavanticn Centre

The Legal Investigative Technology Experts
(LITE) Conference is a specialized event
designed to bring together professionals

from the legal, investigation, and
technology space to explore the role of
cutting-edge technology in the field of legal
investigations. As the digital landscape
continues to evolve, the intersection of
technology, law, and investigation has
become more complex, requiring experts to
stay ahead of the curve to effectively tackle
emerging challenges.

This conference offers a unique platform for
legal professionals, law enforcement,
forensic experts, and technology innovators
to engage in discussions and collaborations
on the use of advanced investigative tools,
software, and methodologies. Key topics
often include digital forensics, e-discovery,
data privacy, cybersecurity, Al in
investigations, blockchain, and the
integration of emerging technologies into
legal frameworks.

Organized by AiSP, through keynote
presentations, and expert panels,
participants will gain insights into how
innovative tools and practices are shaping
the future of digital investigations.

For AiISP Member, please reach out to
AiISP Secretariat for Complimentary ticket

Register here

BOK book

NEWLY LAUNCHED!

IS-BOK 2.0
INF
8ifaTion SEBURITY
- - ™
FTRoDY BFKNOWLEDE
. i

ASP

Price: $87.20 (inclu GST)
Scan the qr code for payment!

SCAN [F3

Get our newly launched Information
Security Body of Knowledge (BOK)
Physical Book at $87.20 (after GST).

While stocks last!

Please scan the QR Code in the poster to

make the payment of $87.20 (inclusive of

GST) and email secretariat@aisp.sg with

your screenshot receipt and we will follow

up with the collection details for the BOK
book.



https://forms.gle/ttCXHGyNq3KyJHqh8
https://www.eventbrite.sg/e/aisp-lite-conference-tickets-1217349066829?aff=oddtdtcreator
mailto:secretariat@aisp.sg

Tech Against Scams: Harnessing Al for a Safer Web Blackpanda Recognized with Frost & Sullivan’s Asia Pacific
27 February 2025 Company of the Year Award for Incident Response
Excellence 2024.

®. STHEK
‘ MEETUP ‘u’
TECH AGAINST SCAMS: HARNESSING Al FOR A SAFER WEB i : '@‘ BLACKPANDA
SPEAKERS & PANELLISTS

Proud to be
APAC Company of the

(=] i “ : -

Year in the Incident
Response Industry

ASIA PACIFIC
INCIDENT RESPONSE
COMPANY OF THEYEAR AWARD

At GovTech’s first STACK Meetup of 2025, learn how Al can This award highlights Blackpanda's commitment to
strengthen anti-scam initiatives! democ_ra’ugmg cyber reS|I.|ence through strategic partnershlps and
delivering cybersecurity solutions that address the growing

, . . complexity of threats in the region.
GovTech’s GASP team protects users against scams with Al/ML

with products like its Al-powered rMSE (Recursive Machine-

Why Blackpanda's IR-1:
Learning Site Evaluation) classifier, which analyses over 100,000

websites daily for potential scams. Hyper-Specialized Incident Response: End-to-end cyber
emergency support that helps businesses manage digital
In collaboration with SPF, discover how Al enhances anti-scam breaches, reduce attack risks, and accelerate recovery

) N . . Rapid Response: Real-time threat monitoring, swift containment,
efforts and gain practical insights into MLOps strategies and best| and proactive neutralization

practices. Cyber Insurance Offering: Comprehensive cyber insurance
bundled with incident response services to support customers in
Register here post-breach recovery

Read the report to discover why Blackpanda is leading the
Incident Response market in Asia.

Interested in partnering with Blackpanda, connect with them
here.



https://go.gov.sg/stackmeetup-27feb2025
https://hubs.ly/Q036B5C40
https://www.blackpanda.com/partner-enquiry-form

Votiro - Hop on to a Demo

VOTIRG X'

Securing Files
Everywhere
=

N\

We take a Zero Trust approach to threat prevention
and data exposure — one that removes all possible
malware and privacy risks whether they're known
or not.

:
sointy brought to you by /AISI=

See how Votiro delivers real-time data security.

Schedule a personalized demo to learn how our Zero Trust Data
Detection & Response platform protects private data and
eliminates file-borne threats.

Votiro is Zero Trust Content Security and Data Detection &
Response rolled into one seamless platform. With our proactive
file-borne threat prevention, real-time privacy and compliance
capabilities, and actionable data insights, our Data Security
solution protects organizations from countless digital threats that
pose unnecessary risks to your employees, your customers, and
your reputation.

Support NTUC Union Member Recruitment

RY  mEMBERSF

MEMBERS FIRS T
MATTERS WORKERSALRAYS

NTUC UNION MEMBERS
GET UP TO $250 TRAINING
BENEFIT PER YEAR

RECEIVE 50°/° COURSE FEES UNDER THE
UNION TRAINING ASSISTANCE PROGRAMME (UTAP)
ﬂ Staphy, aged 32, wants to 1aka up a WSQ course

costing $1.200 (boforo GST)

Full course fee before subsidy foefore GST) $1,200
Less: Govarnment subsidy on full course fee (Eg. 70%) -$840

$360

Less: 50% of nett course fee payable after subsidy -$180
LTAP_ ciore a1, up o s200r

9% GST on full course fee bafore subsidy $108

Final amount Stephy pays (after GST) 8288

For Buatwson curpcass cny.

EXCLUSIVE SAVINGS AND PERKS

{7 FairPrice ¥ care U Play

Up to %" NTUG GIFT Group Term Lite: Exclusive access 1o
FairPrice meimber Insurance Policy with members' rates on a wide
banefits in Linkpoints coverage of up 1o $40,000 | range of leisure and Ifestyle
experiences via uplay.com.sg

TA ¢ income ‘&

Free guldance and support Up 10 28% OFF" for 30% OFF Day Passes
on employment-related issues  purchase of a qualifying 2
at Trpartite Aliance for Dispute  General Insurance Plan S Cabid-a el
Management (TADM) St NTUC e s -3t iemes. 10 OFF Wid & Wet

Spclia bbb

Ao » chese.

= For more benefits, visit
www.ntucmembership.sg

Register here



https://votiro.com/book-a-demo/?utm_source=aisp&utm_medium=partner
https://www.ntuc.org.sg/uportal/memberships/become-a-member?CampaignCode=UA-ONLINEAISP

AiISP Courses to help advance in your Career & Knowledge

Qualified Information Security Professional Course
(QISP) E-Learning

QISP Exam
Preparatory

E-Learning
Course

Vs Governance and
%
)
U4 :

~ :
% @ Physical Security and
Business Continuit)
- Y
Prepare for QISP :
Exam via E-Learning Security Architocture
;4 and Engineerin
Anytime, Anywhere! R
Our e-learning program is perfect for those who .
want to prepare for the QISP Exam based on 2 = i d
Seied] (e peration an
ASP IS-BOK domains. With access for 12 Infrastructure Security
months, you can study at your own pace on our

Software Security
beautifully designed and responsive e-learning
platform.

. Softw:
Grab the exclusive
launch offer at :

SGD 499 nett!

.
429 nett Cyber
Defense

Cyber Security 2 - e i
Compet enquir .com | www. .com

Prepare for the Qualified Information Security Professional (QISP) examination

with our newly developed e-learning course, launched on 1 March 2024!

Our highly responsive e-learning platform will allow you to learn anytime, anywhere with modular courses, interactive learning
and quizzes. Complete the course in a month or up to 12 months! Enjoy lean-forward learning moments with our QISP/QISA
preparatory e-learning course. Receive a certificate of completion upon completion of the e-learning course. Fees do not

include QISP examination voucher. Register your interest here!



https://forms.gle/T9eJn74MHh3TMqkf7

Advertisement

New versions launched!

EC-Council

Building A Culture Of Security Building A Culture OF Security

FORENSIC INVESTIGATOR V11

Build Ultimate Investigative Skills And
Organizational Forensic Readiness With
Advanced Strategie:

Master Skills of Forensic
Decode - Compile  Def

MASTER PREDICTIVE

TRAIN FOR NEXT GENERATION FOR
NETWORK SECURITY PROACTIVE DEFENSE

® Protect @ Detect @ Respond @ Predict Plon Collect Analyze

The question is not if, but when a cyber incident will occur?

EC-Council's Certified Incident Handler (ECIH) program equips students with the knowledge, skills, and abilities to effectively
prepare for, deal with, and eradicate threats and threat actors in an incident.

The newly launched Version 3 of this program provides the entire process of Incident Handling and Response and hands-

on labs that teach the tactical procedures and techniques required to effectively Plan, Record, Triage, Notify and
Contain.

ECIH also covers post incident activities such as Containment, Eradication, Evidence Gathering and Forensic Analysis,
leading to prosecution or countermeasures to ensure the incident is not repeated.

With over 95 labs, 800 tools covered, and exposure to Incident Handling activities on four different operating systems,
ECIH provides a well-rounded, but tactical approach to planning for and dealing with cyber incidents.

Special discount available for AiSP members, email aisp@wissen-intl.com for details!

Click here for our Contributed Contents from our partners Click
here for the job postings available for a cybersecurity career
Click here to view the SME Cyber Safe Portal

Click here to view AiSP Cyber Wellness Portal

Our Mailing Address is:
6 Raffles Boulevard, JustCo, Marina Square, #03-308, Singapore 039594 Please click here to

unsubscribe if you do not wish to receive emails from AiSP.



mailto:aisp@wissen-intl.com
https://www.aisp.sg/publications.html
https://www.aisp.sg/jobs.html
https://www.aisp.sg/smecybersafe/index.html
https://www.aisp.sg/aispcyberwellness/index.html
https://forms.office.com/Pages/ResponsePage.aspx?id=djqfDWposUWGv6rucAq_q-k26bVZ_o5Bn-l2M1zTphtUMllaMElCN0cxRjhUTVczNThOWEhDQ0pVSS4u&wdLOR=c8FB45704-8EA5-42D3-9DD2-BD1805EC621D
https://forms.office.com/Pages/ResponsePage.aspx?id=djqfDWposUWGv6rucAq_q-k26bVZ_o5Bn-l2M1zTphtUMllaMElCN0cxRjhUTVczNThOWEhDQ0pVSS4u&wdLOR=c8FB45704-8EA5-42D3-9DD2-BD1805EC621D
https://forms.office.com/Pages/ResponsePage.aspx?id=djqfDWposUWGv6rucAq_q-k26bVZ_o5Bn-l2M1zTphtUMllaMElCN0cxRjhUTVczNThOWEhDQ0pVSS4u&wdLOR=c8FB45704-8EA5-42D3-9DD2-BD1805EC621D
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